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Log4j Vulnerability - A.K.A. CVE-2021-44228 or Log4Shell - and 
Brikit Apps

Prompt
Brikit Apps do not directly include or reference Log4j, but Confluence can be at risk.

Reference
Log4j usage by Brikit apps and Confluence

Because Brikit apps make calls to Confluence’s built-in logging mechanism, but do not include or directly reference log4j, Brikit apps do not introduce this 
vulnerability. However, because Confluence can be at risk in certain configurations, we recommend that our customers read and follow Atlassian’s 

 to ensure their servers are secure.guidance

Related
Installing and Configuring Confluence
Installing and Uninstalling Apps
Updating Apps

https://confluence.atlassian.com/kb/faq-for-cve-2021-44228-1103069406.html
https://confluence.atlassian.com/kb/faq-for-cve-2021-44228-1103069406.html
https://www.brikit.com/display/manual/Installing+and+Configuring+Confluence
https://www.brikit.com/display/manual/Installing+and+Uninstalling+Apps
https://www.brikit.com/display/manual/Updating+Apps
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